
 

 

 

 

 

 

 
 

                        
                 

Bilgi Güvenliği Politikası 

Bu politikada Bilgi Güvenliği kurumun bilgi varlıklarının aşağıdaki özelliklerinin korunması olarak tanımlanır: 

1- Gizlilik: Bilginin sadece yetkili kişiler tarafında erişilebilir olması, 

2- Bütünlük: Bilginin yetkisiz değiştirmelerden korunması, 

3- Kullanılabilirlik: Bilginin yetkili kullanıcılar tarafından gerek duyulduğu an kullanılabilir olması. 

Kurumumuz, Tel, Beton Demeti ve Çelik Halat sektöründeki hizmetlerini elektronik ortamda 

gerçekleştirmektedir. Bu politika, kurum Bilgi Sistemleri altyapısını kullanmakta olan tüm birimleri, üçüncü 

taraf olarak bilgi sistemlerine erişen kullanıcıları ve bilgi sistemlerine teknik destek sağlamakta olan hizmet, 

yazılım ve donanım sağlayıcıları kapsamaktadır. 

Kurum yönetimi, kurumun güvenilirliğini ve temsil ettiği makamın imajını korumak, üçüncü taraflarla yapılan 

sözleşmelerde belirlenmiş uygunluğu sağlamak ve kurumun temel ve destekleyici iş faaliyetlerinin en az kesinti 

ile devam etmesini sağlamak amacıyla kurum bilişim hizmetlerinin gerçekleştirilmesinde kullanılan tüm 

fiziksel ve elektronik bilgi varlıklarının bilgi güvenliği sağlamayı hedefler. 

Kurum, bilgi işlem ve altyapısını kullanan ve bilgi kaynaklarına erişen herkes; Kişisel ve elektronik iletişimde 

ve üçüncü taraflarla yapılan bilgi alışverişinde kuruma ait bilginin gizliliğini sağlamalı.  Kritiklik düzeylerine 

göre işlediği bilgiyi yedeklemeli. Risk düzeylerine göre verilerin güvenlik önlemlerini almalı. Bilgi güvenliği 

ihlal olaylarını raporlamalı ve Bilgi Sistemlerine bildirmeli. Bu ihlalleri T.C. yasalarına ve bunlara bağlı 

yönetmeliklere aykırı faaliyetler amacıyla kullanmamalıdır. 

Kurumun tüm çalışanları, bu politikaya ve bu politikayı uygulayan prosedür ve talimatlarına uymakla 

yükümlüdür. Birimlerin güvenlik sorumluları, bilgi güvenliği politikasını devam ettirmekle sorumludur. 

Bilgi güvenliği politika, prosedür ve talimatlarına uyulmaması halinde, kurum Personel Yönetmeliği gereğince, 

uyarma, kınama, para cezası, sözleşme feshi gibi yaptırımlardan biri ya da birden fazlası uygulanabilir. 

Acil eylem planları, Yedekleme Talimatı, Güvenlik uygulamaları, Yetkilendirme ve Sistemlere Erişim Kontrolü 

bu politikayı destekler. Bu alanlarla ilgili işleyiş özel olarak doküman edilmiş politika ve prosedürler ile 

tanımlanır. 

Kurum yönetimi tarafından, “Bilgi Güvenliği Politikası” nın uygulanmasının sağlanmasının ve kontrolünün 

yapılmasının, güvenlik ihlallerinde de gerekli yaptırımın icra edilmesi taahhüt edilmiştir. 

    

  

 


