Bilgi Giivenligi Politikasi

Bu politikada Bilgi Giivenligi kurumun bilgi varliklarinin asagidaki 6zelliklerinin korunmasi olarak tanimlanir:

1- Gizlilik: Bilginin sadece yetkili kisiler tarafinda erisilebilir olmasi,
2- Biitlinliik: Bilginin yetkisiz degistirmelerden korunmasi,
3- Kullanilabilirlik: Bilginin yetkili kullanicilar tarafindan gerek duyuldugu an kullanilabilir olmasi.

Kurumumuz, Tel, Beton Demeti ve Celik Halat sektoriindeki hizmetlerini elektronik ortamda
gerceklestirmektedir. Bu politika, kurum Bilgi Sistemleri altyapisini kullanmakta olan tiim birimleri, ti¢lincii
taraf olarak bilgi sistemlerine erisen kullanicilar1 ve bilgi sistemlerine teknik destek saglamakta olan hizmet,
yazilim ve donanim saglayicilar1 kapsamaktadir.

Kurum yonetimi, kurumun giivenilirligini ve temsil ettigi makamin imajini korumak, Gigiincii taraflarla yapilan
sozlesmelerde belirlenmis uygunlugu saglamak ve kurumun temel ve destekleyici is faaliyetlerinin en az kesinti
ile devam etmesini saglamak amaciyla kurum bilisim hizmetlerinin gerceklestirilmesinde kullanilan tim
fiziksel ve elektronik bilgi varliklarinin bilgi giivenligi saglamay1 hedefler.

Kurum, bilgi islem ve altyapisini kullanan ve bilgi kaynaklarina erisen herkes; Kisisel ve elektronik iletisimde
ve liciinci taraflarla yapilan bilgi aligverisinde kuruma ait bilginin gizliligini saglamali. Kritiklik diizeylerine
gore isledigi bilgiyi yedeklemeli. Risk diizeylerine gore verilerin giivenlik dnlemlerini almali. Bilgi giivenligi
ihlal olaylarini raporlamali ve Bilgi Sistemlerine bildirmeli. Bu ihlalleri T.C. yasalarina ve bunlara bagh
yonetmeliklere aykiri faaliyetler amaciyla kullanmamalidir.

Kurumun tiim ¢alisanlari, bu politikaya ve bu politikayr uygulayan prosediir ve talimatlarina uymakla
yiikiimliidiir. Birimlerin giivenlik sorumlulari, bilgi giivenligi politikasin1 devam ettirmekle sorumludur.

Bilgi giivenligi politika, prosediir ve talimatlarina uyulmamasi halinde, kurum Personel Y 6netmeligi geregince,
uyarma, kinama, para cezasi, sozlesme feshi gibi yaptirimlardan biri ya da birden fazlasi uygulanabilir.

Acil eylem planlari, Yedekleme Talimati, Giivenlik uygulamalari, Yetkilendirme ve Sistemlere Erigsim Kontrolii
bu politikayr destekler. Bu alanlarla ilgili isleyis 6zel olarak dokiiman edilmis politika ve prosediirler ile
tanimlanir.

Kurum yonetimi tarafindan, “Bilgi Giivenligi Politikas1” nin uygulanmasinin saglanmasinin ve kontroliiniin
yapilmasinin, giivenlik ihlallerinde de gerekli yaptirimin icra edilmesi taahhiit edilmistir.



